City of Wichita Hot Spot Program

In an effort to address the digital divide, the City offers free Wi-Fi hot spot rentals at the three
Neighborhood Resource Centers. Hot spots are small portable devices that provide mobile Wi-
Fi to up to 15 user devices.

Hot Spot Instructions:
1. Power on the

hot spot by
holding down
the power button
for 3 seconds. If
the device does
not turn on, it
may need to be

Network: Displays your current network status. Green light indicates the network
is connected. Yellow light indicates poor network connection. Red light indicates no
network connection

Wi-Fi: Indicates when Wi-Fi is connected.

Battery: Displays your current battery status. Solid red light indicates the batter
level is less than 15%. When the device is charging, the indicator will flash red
when the batter level is below 15% and green when the battery level is higher than
15%.

charged. ,
Power key: Hold the power key for 3 seconds to power the device on/off. Hold
2. On your the power key for 10 seconds to restart/reboot the device.
Computer or
other Wi-Fi USB port: Use the USB port to charge the device via the included USB cable.

enabled device,
search for available wireless networks and select “WichitaNRC”.
3. Enter the password: W1chitaH$

Call T-Mobile Technical Support (1-844-361-1310) to discuss network or device problems.
The Neighborhood Resource Center/City of Wichita does not provide any technical support for
issues you may encounter with your rented hot spot.

Hot Spot Checkout Guidelines:

e The devices are automatically deactivated at the conclusion of the 14-day checkout
period.

o Devices should be returned fully charged to the Neighborhood Resource Center they
were checked out from.

e A history of late returns or returning damaged or missing parts will result in a rental ban.

¢ Due to high demand, individuals must wait 24 hours (weekends not included) between
returning and re-checking out a hot spot.

e There is no wait list or system to hold the devices. The devices are checked out on a first
come, first served basis.

¢ Only one hot spot can be checked out to an address at any given time.

e Hot spots can be checked out for up to 14 days at a time.

e A government-issued ID and proof of address are required at time of checkout.

e Hot spot rentals are only available to Wichita residents.

¢ Individuals must be 18 years or older to check out a hot spot.

Neighborhood Resource Centers:

Colvin | 2820 S. Roosevelt, Wichita, KS 67210 | (316) 303-8029
Atwater | 2755 E. 19" St. N., Wichita, KS 67214 | (316) 303-8016
Evergreen | 2700 N. Woodland, Wichita, KS 67204 | (316) 303-8042



City of Wichita Hot Spot Program Policy

Internet Use Policy:

e The City of Wichita Hot Spot Program provides free wireless internet access via a potentially
unsecured wireless network. It is strongly recommended that you do not use the network to
transmit personal, financial, or legal data. The City is not responsible for malicious theft or
interception of data transmitted over the hot spot network.

e Virus and security protection is the responsibility of the hot spot user. The City assumes no
responsibility for the safety of equipment or for harm done to any electronic device,
configurations, security, or data files resulting from connection to the hot spot wireless service.

e Restriction of a minor’s access to the internet is the responsibility of the parent or legal guardian.
The City has no control over content, programs, or applications available through the internet.

e Internet access made available by the City must be used for legal purposes only. Unacceptable
purposes may include but are not limited to the following:

o Destruction or damage to the equipment, software, or data belonging to the City

o Unauthorized downloading or copying of copyright protected material

o Violation of computer security

o Violation of software license agreements

o Viewing of obscene, pornographic, or otherwise inappropriate material
e The following content will be blocked:

o Adult content (pornography, full frontal nudity, and gambling)

o Sites featuring excessive violence and gore

o Sites known to be malicious

o Torrents

o VPN

o |n offering internet access, the City is not creating either a public forum or a limited public forum
for public expression. Many other avenues of access to the internet are available to users through
which they may conduct First Amendment expressive activities.

e We do not allow the ISP (Internet Service Provider) to use ad-targeting programs to identify you
or track your internet usage. The ISP has its own privacy policies and may not follow ours.

e The City cannot guarantee information found through the internet is accurate, authoritative, or
factual. We cannot be held accountable for its content.

e Misuse or abuse of internet access may result in termination of your individual ability to check out
hot spots from the City. The City has the right to revoke internet privileges for any violation of the
Internet Use Policy.

Privacy and Data Collection:

The City tracks and stores certain information for program efficiency and improvement purposes, in
addition to tracking and reporting data for grant funding requirements and opportunities. We do not have
access to or collect your personal internet usage data. We do not provide your information to the ISP. We
may collect aggregate usage data for the above mentioned reasons. Examples of aggregate data we may
collect include: total amount of data sent and received by each device, general category of sites visited
(e.g. social media, streaming entertainment, email, etc.), and anonymous circulation data about the hot
spot devices. If you provide us with your email address, you may be sent a survey. Data that you choose
to give us anonymously in an online survey will be used to improve the program.

Legal Notice:

The City complies with state and federal laws with a particular awareness of Kansas laws relating to obscenity (K.S.A. 2012 Supp.
21-6401, K.S.A. 2012 Supp. 21-6402 and amendments thereto) and federal laws on copyright (U.S. Code, Title 17). The City
complies with the Children’s Internet Protection Act (CIPA), the Neighborhood Children’s Internet Protection Act (NCIPA) (codified in
pertinent part at 20 U.S.C. § 9134) , and requirements of the Kansas Children’s Internet Protection Act (K.S.A. 2013 supp. 75-2589)
regarding requirements for use of technology protection measures. Technology protection is not consistently reliable. It is the
parent’s responsibility to supervise and monitor usage of the network and access to the Internet in accordance with this policy and
the Kansas Children’s Internet Protection Act. The City cannot be held responsible for prohibited information that might be
displayed. The City has in place the operation of technology protection measures that block online access to visual depictions that
are child pornography, harmful to minors or obscene as defined in L. 2013, ch. 98, sec.1, commonly known as the Kansas
Children’s Internet Protection Act.



